취약점 위주로 진행

공격이 어떻게 이뤄지는지 파악하기 위해서 분석

매크로는 파서를 통해서 xml를 통해 vba코드를 추출가능

추출해서 악성 판단

실제적인 문서의 파싱을 하다 취약점이 발생

파서를 구해서 파싱을 해서 문제가 있는 파일을 파싱하여 스코어를 통해 공격

주로 매크로 공격

Pdf도 익스 관련 javascript 코드임

이를 해제해 분석해서 악성이면 얼랏창

파서가 백퍼센트가 아님

파서도 에러가 있을 수 있음

파싱 결과랑 스코어링을 통해 악성여부를 알려줘야 할 것 같다.

주로 활용하는 컴포넌트를 파싱을 정확하게 해야 한다.

한글 취약점 퍼징이 있음.

이를 베이스로도 가능

워드나 엑셀은 오픈 오피스가 있음

완벽하게 msoffice를 지원

논문을 쓰기위한 기존의 것들이 무엇인지 파악해야 한다.

우리가 내세우는것이 언노운임.

기존은 해쉬보고 파싱하다 안되면 악성인지 본다 정도?

백신을 자원으로 구매

우리가 언노운이라는 것이 핵심 키워드이다.